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Mobile Software Security Analyst (Telecommute) 
Capital One 
· Performed in depth analysis of security and design for all client mobile computing systems and the network infrastructure.
· Implemented detailed security protocol of all mobile hardware and mobile financial applications.
· Analyzed scans results, manually verified every security vulnerability to avoid reporting false positive issues.
· Utilized Drozer and iNalyzer framework to explore, exploit and penetrate Android and iOS application's vulnerability.
· Accessed static analysis of Mobile Programs by utilization OWASP tools of Android Lint and Infer to further optimize performance and application security. 
· Performed mobile forensics operations of company applications using FTK and EnCase. 
· Reviewed memory analysis of mobile platforms using Android Monitor & Xcode instruments.
Environment: Windows, Android Studio, Xcode, OWASP, NowSecure Lab, FTK,
EnCase.

